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Part 1: Preamble

1.1 Aurizon Network

Aurizon Network is a member of the Aurizon Group which operates as a leading
integrated national transport provider.

1.2 Responsibilities

Aurizon Network is responsible for providing, maintaining and managing the Rail
Infrastructure and for providing and managing access to it.

1.3 Access undertaking

This Undertaking governs the process by which Access will be negotiated and
provided.

1.4 Approval

Aurizon Network has developed this Undertaking in accordance with section 136
of the Act. This Undertaking has been approved by the QCA in accordance with
the Act.

1.5 Information

Information on obtaining Access is contained in this Undertaking. Further
information can be found on the Website.

1.6 Negotiating Access

To negotiate Access please email access.services@aurizon.com.au.
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Part 2: Intent and Scope

2.1 Duration

(a) This Undertaking is effective from the Approval Date to the Terminating
Date.

(b) Following the Approval Date, Adjustment Charges will be calculated in
respect of the period between the Adjustment Date and the
Approval Date in accordance with Schedule F and will be payable
in accordance with that Schedule. For clarity, the Adjustment
Charges do not involve the retrospective application of this
Undertaking, but are amounts payable under this Undertaking that
have been calculated by reference to a period prior to the Approval
Date.

2.2 Objective
The objective of this Undertaking is, without limitation, to:

(a) ensure the service taken to be declared under section 250(1)(a) of
the Act is provided in a manner that does not unfairly differentiate
in a material way (as that term is defined in section 137(3) of the
Act);

(b) prevent Aurizon Network recovering, through the price of access
to the service taken to be declared under section 250(1)(a) of the
Act, any costs that are not reasonably attributable to the provision
of that service;

(c) facilitate the negotiation of access agreements by Aurizon Network and
Access Seekers;

(d) apply the provisions of the Act through:

(i) the establishment of processes for Access negotiations and
the utilisation of Capacity that are expeditious, efficient,
timely, flexible, commercial and non-discriminatory;

(i) the establishment of processes and principles to provide
guidance in relation to the pricing, and the terms and
conditions, of Access; and

(iii)the establishment of processes and principles for the planning
and development of Expansions and the framework for
the negotiation of terms for the funding of Pre-feasibility
Studies, Feasibility Studies and Expansions;

(e) provide an efficient, effective and binding Dispute resolution process;
and

(f) provide that actions under this Undertaking are consistent with the
objectives for rail under section 2(2)(d) of the TIA and that such

3452-0406-8356v1Part 2: Intent and Scope page 10



actions and this Undertaking are also consistent with the
objectives and provisions of the Act.

2.3 Behavioural obligations
In providing Access and in negotiations for Access, Aurizon Network:

(a) must act in a manner that is consistent with the unfair differentiation
obligations under sections 100(2) to (4) and section 168C of the
Act.

(b) Without limiting clause 2.3(a), the steps that Aurizon Network
must take to comply with this general obligation in clause 2.3(a)
are set out in this Undertaking and include the following:

(i this Undertaking must be consistently applied to-al
Access Seekers, Access Applications, negotiations for
Access, Access Holders and Railway Operators;

(ii) Aurizon Network must not unfairly differentiate between
Access Seekers, Access Holders or Railway Operators
in a way that has a material adverse effect on the ability
of any of them to compete with any other of them,
including in relation to:

(A) any decision relating to whether
Aurizon Network will undertake
an Expansion;

(B) assessing, allocating and managing
Capacity;

(C) providing scheduling and Network
Control Services in accordance
with the Network Management
Principles;

(D) any decision relating to the source of
funding for an Expansion;

(E) assessing and selecting Access
Seekers, and

(F) any decision relating to the provision
of Access to:

(1) a Related Operator;
(2) a Related Competitor; or
(3) a Third Party that has commercial

arrangements with a Related Operator or
Related Competitor.

(c) Aurizon Network must not engage in conduct for the purpose of
preventing or hindering an Access Seeker’s access to the
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declared service within the meaning of section 104 or 125 of the

Act.
(d) Without limiting clause 2.2(a), Aurizon Network must ensure that:
(i) all transactions between Aurizon Network and any
other party in relation to Access are conducted on an
arms-length basis;
(i) all Access Seekers, irrespective of whether they are an

Aurizon Party or a Third Party:
(A)are provided with a consistent level of service; and
(B)given an equal opportunity to obtain Access Rights,

subject to the express provisions of the Act and this
Undertaking; and{ii)—

(ii)all decisions made under this Undertaking are made in a
manner that does not unfairly differentiate in a material
way (as that term is defined in section 137(3) of the Act)
between any Access Seekers and/or Access Holders;

(e) Aurizon Network must not engage in any activity or conduct (or
agree to engage in such activity or conduct), either independently
or with Related Operators, which has the purpose of, results in or
creates, or is likely to result in or create:

(i) anti-competitive cost shifting;
(i) anti-competitive cross-subsidies; or
(iii) anti-competitive price or margin squeezing.

(f) For clarity, none of clauses 2.3(b)(ii), 2.3(c) or 2.3(d)(iii)
preventprevents Aurizon Network from engaging in conduct
expressly permitted by section 100(3) of the Act (subject to section
100(4) of the Act) or section 168C of the Act (subject to section
168C(3) of the Act).

(g) If an Access Seeker or Access Holder considers that Aurizon Network
has failed to comply with clause 2.3(a) to (e), it may lodge a
written complaint with Aurizon Network and must provide a copy of
that complaint to the QCA.

(h) Aurizon Network must:

(i) advise the QCA, as soon as practicable, of any complaints it
receives under clause 2.3(g);

(ii) investigate complaints received under clause 2.3(g); and

(iii)within twenty-eight (28) days after receiving such a complaint,
advise the complainant and the QCA in writing of the
outcome of that investigation and Aurizon Network’s
proposed response, if any.
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(i) If the complainant is not satisfied with the outcome of Aurizon
Network’s investigation, the complainant may apply to the QCA
requesting an audit of the conduct that is the subject of the
complaint under clause 2.3(g).

(j) If a complainant applies to the QCA in accordance with clause 2.3(i):
(i) the QCA may request Aurizon Network to:

(A)engage an auditor in accordance with clause 10.6.3;
and

(B)conduct an audit in accordance with clause 10.6.4,

in respect of Aurizon Network’s compliance with clause
2.3(a) to (e) as it relates to the relevant complaint.

(k) For clarity, the rights and obligations under clause 2.3(g) to (j) do not
replace or derogate in any way from, the QCA’s powers under the
Act. Nothing in this Undertaking precludes an Access Seeker or
Access Holder making any complaint or submission to the QCA.

2.4 Scope

(a) This Undertaking provides only for the negotiation and provision of
Access and is not applicable to the negotiation or provision of
services other than Access. For clarity, “Access” in this clause 2.4
includes all aspects of access to the service taken to be declared
under section 250(1)(a) of the Act.

(b) Access Holders are responsible for:

(i) the provision of any services other than Access, including
Above Rail Services, required for the operation of Train
Services; and

(i) the necessary approvals from the owners of the land upon
which the Rail Infrastructure is situated if it is not owned
by Aurizon Network and Aurizon Network does not
have an existing legal right to authorise Access Holders
to access that land.

(c) Aurizon Network must promptly notify the Access Holder if Aurizon
Network does not own the land upon which the Rail Infrastructure
is situated or have an existing legal right to authorise the Access
Holder to access that land.

(d) Nothing in this Undertaking can require Aurizon Network to act in a way
that is inconsistent with its Passenger Priority Obligations or
Preserved Train Path Obligations.

(e) Nothing in this Undertaking can require Aurizon Network or any other
party to an Access Agreement, executed before the Approval
Date, to vary that agreement or to act in a way that is inconsistent
with the relevant agreement.
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(f) Except where expressly stated in this Undertaking to the contrary, this
Undertaking will not apply to the extent that it is inconsistent with
an Access Agreement or a Train Operations Deed.

(g) Nothing in this Undertaking affects the rights of Aurizon Network or
other parties under the Act.

2.5 Aurizon Holdings to execute Deed

(a) Aurizon Network must request that its Ultimate Holding Company
provides the Ultimate Holding Company Support Deed (Deed) in
the form set out in Schedule D.

b) If:

(i) Aurizon Network fails to obtain a Deed in the form required by
clause 2.5(a);

(ii) the Deed, if obtained, is not maintained in force; or
(iii)the requirements of the Deed are not complied with,

then Aurizon Network must, from the Approval Date (in the case of
clause 2.5(b)(i)) or the date of non-compliance (in the case of clauses
2.5(b)(ii) or (iii)):

(iv) every three (3) Months, conduct and complete an audit of
the Confidential Information Register in accordance
with Part 10 to confirm the Confidential Information
Register complies with the requirements of this
Undertaking for the previous three (3) Months period;
and

(v) every six (6) Months, conduct detailed training sessions in
respect of Aurizon Network’s statutory obligations
under the Act and under Part 3 (including regarding the
management of Confidential Information) for all
High-Risk Personnel,

until either:

(vi) if clause 2.5(b)(i) or (ii) applies, Aurizon Network obtains
a current Deed from the Ultimate Holding Company; or

(vii)  if clause 2.5(b)(iii) applies, the failure to comply with the
requirements of the Deed is rectified to the satisfaction
of the QCA.

If a provision of Part 3 is inconsistent with this provision, this provision
prevails.

2.6 Electricity supply and sale

(a) To the extent that Aurizon Network sells or supplies a Related Operator
with electric energy in connection with Access, Aurizon Network
cannot refuse to sell or supply electric energy to another Access
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Seeker or Access Holder (or, if applicable, a Nominated Railway
Operator).

(b) Despite any other provision of this Undertaking, Aurizon Network will
not be obliged to sell or supply electric energy to an Access
Seeker or Access Holder (or, if applicable, a Nominated Railway
Operator) or to agree to do so:

(i) if Aurizon Network is not lawfully entitled to sell or supply
electric energy to the relevant Access Seeker, Access
Holder or, if applicable, Nominated Railway Operator
under any Law, including the Electricity Act 1994 (Qld)
and the National Electricity Rules (as defined under the
National Electricity Law set out in the schedule to the
National Electricity (South Australia) Act 1996 (SA)); or

(i) on terms that would be unreasonable or uncommercial.

(c) For clarity, if a dispute arises between an Access Holder, a Nominated
Railway Operator or an Access Seeker and Aurizon Network
regarding a refusal by Aurizon Network to sell or supply electric
energy (or procure such a sale or supply from an Aurizon Party), or
the proposed terms and conditions on which Aurizon Network (or
an Aurizon Party) offers to sell or supply electric energy to the
Access Holder, Nominated Railway Operator or Access Seeker,
any party may require the Dispute to be resolved in accordance
with clause 11.1.
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Part 3: Ringfencing

Section A — General Provisions

3.1 Organisational structure

(a) Aurizon Network is part of the Aurizon Group and a Subsidiary of
Aurizon Holdings.

(b) Being a Subsidiary of Aurizon Holdings, Aurizon Network’s financial
performance, capital expenditure program and business plan are,
consistent with good corporate governance, subject to oversight
by the board and senior management of Aurizon Holdings.

(c) Aurizon Network provides a regulated access service, together with
providing unregulated services in competitive markets.

(d) Aurizon Holdings, amongst other matters, provides Above Rail
Services through a Related Operator.

(e) Within the Aurizon Group, there are functional groups that provide
shared support services and core corporate functions to different
functional areas and parts of the Aurizon Group that include both
Related Operators and Aurizon Network.

(f) Aurizon Network is required by the TIA to maintain an independent
board of directors which supervises arm’s-length dealings in
respect of Access between Aurizon Network and any Related
Operators.

() The Act:

(i) requires Aurizon Network to negotiate in good faith with
Access Seekers to reach an Access Agreement;

(i) obliges Aurizon Network in such negotiations not to unfairly
differentiate between Access Seekers in a way that
materially adversely affects the ability of one or more
Access Seekers to compete with other Access
Seekers;

(iii)prohibits Aurizon Network from engaging in conduct for the
purpose of preventing or hindering an Access Seeker’s
or Access Holder’s Access; and

(iv) deems certain types of specified conduct where Aurizon
Network provides Access to itself or a Related Operator
to constitute conduct that prevents or hinders an
Access Seeker’s or Access Holder's Access.

3.2 Purpose

(@) The purpose of this Part 3 is to aid Aurizon Network’s compliance with
the statutory obligations referred to above and to ensure that
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Access provided by Aurizon Network is managed and supplied
independently from other members of the Aurizon Group who
compete in the upstream and downstream markets that depend on
Access to the service utilising the Rail Infrastructure.

3.3 Compliance declaration

(a) As part of the compliance report required under clause 10.5.2, Aurizon
Network must give the QCA a compliance declaration which must
either:

(i) include a statement with the following effect: “There have
been no breaches of the ringfencing arrangements set
outin Part 3 of the Undertaking and none of the matters
set out in clause 2.5(b)(i) to (iii) have occurred during
the twelve (12) Month period commencing from the
date of the last declaration given under clause 3.3(a) of
the Undertaking ending up until the day prior to the date
of this declaration”; or

(ii) if there have been any breaches of this Part 3 or any of the
matters set out in clause 2.5(b)(i) to (iii) have occurred
during the period for the compliance declaration,
provide the following details in relation to each breach
or matter:

(A) the nature and circumstances of the
breach or matter;

(B) whether the breach or matter is under
investigation or has been
resolved; and

(C) any remedial actions taken or being
considered in relation to the
breach or matter.

(b) The compliance declaration given under clause 3.3(a) must be signed
by Aurizon Network’s Executive Officer and the other member of
the senior management team at Aurizon Network (Other Officer)
who is most directly responsible for ensuring compliance with the
ringfencing arrangements in this Part 3.

(c) Subjectto clause 3.3(d), giving a compliance declaration under clause
3.3(a) that is known to be false or misleading will constitute a
breach of this Undertaking by Aurizon Network.

(d) Clause 10.7.3(b) applies to any compliance declaration given under
clause 3.3(a), including the compliance declaration signed by the
Other Officer under Clause 3.3(b), in which case, clause
10.7.3(b) will be available to that person as if clause 10.7.3(b)
names that person.
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Section B — Aurizon Network’s Functional Responsibility

3.4 Function of Aurizon Network in the Aurizon Group for the purpose of
this Undertaking

(a) The primary function of Aurizon Network for the purpose of this
Undertaking is to supply the declared services contemplated by
section 250(1)(a) of the Act.

(b) Aurizon Network intends to give effect to this function by supplying the
Below Rail Services in accordance with the terms of this
Undertaking.

(c) For clarity, the supply of Below Rail Services includes:
(i) the primary function described in clause 3.4(a);

(i) negotiating Access Agreements with Access Seekers and
managing Access Agreements with Access Holders;

(iiinegotiating and managing Train Operations Deeds with Train
Operators;

(iv) receiving, assessing and responding to Access
Applications;

(v) providing or procuring appropriate levels of maintenance for,
and renewal of, the Rail Infrastructure to ensure that the
Rail Infrastructure is provided to the standard required
to meet Aurizon Network’s obligations to Access
Holders and, where applicable, Train Operators, the
DTMR, and its infrastructure lessors;

(vi) assessing, allocating and managing Capacity;

(vii) providing scheduling and Network Control Services for
Rail Infrastructure in accordance with the Network
Management Principles;

(viii)  providing use of electric transmission infrastructure on
electrified sections of the Rail Infrastructure to enable
Access Holders or Train Operators to run electric Train
Services and (subject to clause 2.6) selling or
supplying electric energy for traction on electrified
sections of the Track, including managing electric
energy supply from other parties, where an Access
Seeker, an Access Holder or Train Operator requests
Aurizon Network to provide that electric energy; and

(ix) the administration of the process for network
development, planning, studies and Expansions in
accordance with Part 8.
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(d) Aurizon Network must not:

(i) undertake any Above Rail Services in respect of the Rail

Infrastructure; or

(i) undertake the operation or marketing of Train Services on the

Rail Infrastructure, unless for the purpose of providing a
Below Rail Service or the provision of services in
respect of Private Infrastructure.

(e) If Aurizon Network either:

(i)

provides any services associated with the loading of
vessels at a port (including providing access to those
services) or holds any direct or indirect interest in any
port connected to the Rail Infrastructure, whether as
owner, lessee, trust unit holder, operator, manager or
otherwise and whether alone or together with others; or

holds any direct or indirect interest in, operates or
manages any coal mine or coal-extraction project
connected to the Rail Infrastructure, whether as owner,
lessee, trust unit holder, operator, manager or
otherwise and whether alone or together with others,

then as part of the compliance report required under clause 10.5.2
Aurizon Network must:

(iif)

(iv)

confirm that, in providing access to the service taken to
be declared under section 250(1)(a) of the Act, it has
not engaged in any conduct that has the purpose of
unfairly differentiating in a material way (as that term is
defined in section 137(3) of the Act) between Access
Seekers or Access Holders; and

provide supporting evidence if requested by the QCA.

3.5 Obligation of Aurizon Network to perform Below Rail Services

(a) The Below Rail Services must not be transferred or delegated to,
contracted out to, or otherwise undertaken, by a Related Operator
or Related Competitor unless the Below Rail Service relates to:

(ii)

(iii)

(iv)

maintenance for or renewal of the Rail Infrastructure;

project delivery, engineering or rail construction
services in relation to the procurement, construction or
design of Rail Infrastructure;

the safe operation of the Rail Infrastructure (including
any incident investigations);

environmental related services (including any incident
investigations); or
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(v) normal corporate governance arrangements and
management reporting, including assessing the credit
risk of counterparties or otherwise assessing the
implications of an arrangement on Aurizon Network’s
access to funds or the taxation consequences of that
arrangement.

(b) Subject to clause 3.4(d), and the restrictions on Aurizon Network
employees undertaking certain activities in clause 3.6, nothing in
this Undertaking:

(i) requires Aurizon Network to perform a function that is not
associated with or in respect of the provision of Below
Rail Services; or

(i) prevents Aurizon Network from undertaking any function
which is not associated with or in respect of the
provision of Below Rail Services.

(c) Notwithstanding clause 3.5(a), Aurizon Network may contract with
Related Operators for the provision of Network Control Services
referred to in clause 3.4(c)(vii) to the extent that they comprise:

(i) Field Incident Management; or
(i) Yard Control services at yards other than Major Yards.

(d) For clarity, notwithstanding the transfer, delegation or contracting out of
Below Rail Services by Aurizon Network to a Related Operator or
Related Competitor under clause 3.5(a), Aurizon Network
remains responsible for providing Below Rail Services in
accordance with this Undertaking.

3.6 Staffing of Aurizon Network

(a) Aurizon Network must ensure that an employee engaged to work for
Aurizon Network and whose duties primarily involve the provision
of Below Rail Services, will:

(i) work only for Aurizon Network; and
(ii) not undertake any work at the direction of a Related Operator.
(b) Nothing in clause 3.6(a) restricts or prevents:

(i) an employee from performing functions that are required to
negotiate for, or provide Access to, a Related Operator
in accordance with the terms of this Undertaking;

(i) secondments of employees, subject to the requirements in
this Undertaking on the handling of Confidential
Information;

(iii)an employee ceasing to work for Aurizon Network and
commencing to work for a Related Operator, subject to
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the requirements in this Undertaking on the handling of
Confidential Information;

(iv) an employee undertaking any function or activity:

(A) required or compelled
by any Law;
(B) required or compelled

by any order of a court;

(C) required or compelled by notice validly issued
by any Authority;

(D) necessary for the conduct of any legal
proceedings, dispute resolution process or
audit under this Undertaking, the Act or a
Standard Agreement; or

(E)in the course of responding to an emergency or
natural disaster or for clearing an incident or
emergency that is preventing or impeding the
operation of Train Services on the Rail
Infrastructure;

(v) an employee undertaking work providing services that do not
relate, whether directly or indirectly, to the provision of
Below Rail Services; or

(vi) an employee engaged in undertaking:

(A)asset construction, maintenance, renewal or repair;
or

(B) support services and/or
corporate functions,

from undertaking work for any Aurizon Group business
unit or corporate functional area, subject to the
requirements in this Undertaking on the handling of
Confidential Information.

(c) Subject to compliance with Aurizon Network’s obligations under this
Part 3, Aurizon Network may obtain assistance in the performance
by Aurizon Network of Below Rail Services and to comply with its
obligations in this Undertaking from staff employed within the
Aurizon Group in the provision of shared services and corporate
functions to different functional areas and parts of the Aurizon
Group.

(d) If the activities of a project working group (whose members include
staff from a Related Operator or Related Competitor) associated
with the operation of a Supply Chain affect or could affect the
Access of Third Party Access Holders or Third Party Access
Seekers, then Aurizon Network must enter into the Confidential
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Information Register the details (including the change in role or
circumstances and the anticipated duration of that change) of any
Aurizon Network employee who works in such a working group if
that employee has had access, as an employee of Aurizon
Network, to any Confidential Information.

(e) Aurizon Network may not permit any secondments or other temporary
transfers of employees between Aurizon Network and an Aurizon
Party if the employee has had (or will have in the new role) access
to Confidential Information, unless Aurizon Network:

(i) has given prior notice to the QCA of the details of the
secondment or transfer identifying:

(A)the extent to which the relevant employee has, or
may have, received or accessed, Confidential
Information, and the nature of such information;
and

(B)the level of risk, in terms of Aurizon Network’s
compliance with this Part 3, posed by the
proposed secondment or temporary transfer;

(ii) takes all reasonable measures to minimise conflicts of interest
for the relevant employee and the potential for misuse
of Confidential Information; and

(iii)enters into the Confidential Information Register the details
(including the change in role or circumstances and the
anticipated duration of that change) of the relevant
employee.

(f)  Aurizon Network must:

(i) at all times directly employ a regulatory affairs advisor, who
will be deemed a High-Risk Person; and

(i) not (except as permitted by Clause 3.5(a)(v) or, unless
otherwise approved in writing by the QCA) assign,
transfer, delegate or contract out to any Aurizon Party
any regulatory function or position related to the
development, application and interpretation of this
Undertaking in relation to Aurizon Network.

3.7 Accounting separation
3.7.1 Preparation of financial statements

(a) Unless otherwise approved by the QCA, Aurizon Network must
develop, on an annual basis:

(i) general purpose financial statements for Aurizon
Network in accordance with relevant legislation and
applicable Australian accounting standards; and

(ii) a supplementary set of financial statements which:
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3.7.2

(A) separately identifies Aurizon
Network’s business in respect of
the supply of the declared
services contemplated by section
250(1)(a) of the Act from other
business conducted by Aurizon
Group;

(B) identifies costs common to both
Aurizon Network and Aurizon
Group and the way in which such
costs are allocated; and

(C) are otherwise developed in
accordance with the methodology
and format set out in the Costing
Manual.

(b) The QCA may request Aurizon Network to prepare (or Aurizon Network
may prepare) a Costing Manual. The processes set out in section
159 of the Act apply to that Costing Manual.

(c) The financial statements must:
(i) include the information referred to in clause 3.7.2;

(ii) be certified by Aurizon Network’s Executive Officer as being in
accordance with this Undertaking; and

(iilaudited in accordance with clause 10.6.4.

Self Insurance
(a) The financial statements referred to in clause 3.7.1(a)(ii) must
include details of Self-Insurance including at least the following:

(i) Aurizon Network’s level of Self-Insurance as at the end
of the relevant Year;

(i) the number and type of claims (and quantum of each
claim) made on the Self-Insurance in the relevant Year;
and

(iii) the number of claims made on Self-Insurance

successfully resolved in the relevant Year (and
quantum of each payment).

(b) Claims made on Self-Insurance for an amount that is equal to or
less than $50,000 may be reported on an aggregated basis.

3452-0406-8356v1Part 3: Ringfencing page 23



3.7.3 Audit of financial statements

(a) An audit of the financial statements referred to in clause 3.7.1 will be
conducted:

within six (6) Months of the end of the Year to which the
financial statements relate, or such longer time as
agreed by the QCA; and

(i)

(ii)

subject to this clause 3.7.3, in accordance with clause

10.6.4.

(b) Aurizon Network acknowledges that, in order to facilitate finalisation of
the audit within the required timeframe, certain aspects of the audit
may be undertaken by the Auditor at different times throughout the
relevant Year.

(c) The Auditor will:

(i)

examine whether the financial statements referred to in
clause 3.7.1 have been developed in all material
respects in accordance with this Undertaking and
consistent with the format specified in the Costing

Manual; and

(ii) prepare an audit report that specifies:

(A)the scope of the audit;

(B)the level of access that the Auditor

was provided to Aurizon
Network’s financial information,
including the relevant information
systems;

whether or not the financial
statements have been developed
in all material respects in
accordance with this Undertaking
and consistent with the format
specified in the Costing Manual;
and

if the Auditor identifies that the
financial statements have not
been developed in all material
respects in accordance with this
Undertaking and processes
outlined in the Costing Manual
and consistent with the format
specified in the Costing Manual,
information regarding the relevant
non-compliance or inconsistency.
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Section C — Management of Aurizon Network

3.8 Independence of senior management
(a) Aurizon Network must:

(i) ensure that Aurizon Network is managed independently from:

(A) Related Operators; and
(B) Related Competitors;
and

(i) take whatever steps it can reasonably take to ensure that
Related Operators and Related Competitors do not
participate in the process for the appointment or
supervision of the executive management of Aurizon
Network.

(b) Aurizon Network must ensure that the executive management of
Aurizon Network does not have any management responsibility
for:

(i) a Related Operator; or
(ii) any Related Competitor.

(c) Aurizon Network must not act on directions from a Related
Operator in respect of the grant or exercise of Access Rights to, by
or for the benefit of:

(i) any Related Operator; or

(i) a Third Party Access Seeker, Third Party Access Holder or
Third Party Train Operator, otherwise than with the
consent of the Third Party,

provided that nothing prevents a Related Operator exercising a right or
requiring Aurizon Network to comply with an obligation under an
Access Agreement between Aurizon Network and that Related
Operator, or under this Undertaking or the Act, as applicable.

Section D — Confidential Information

Section D1 — General provisions
3.9 No waiver or exclusion of Undertaking by voluntary agreement

(a) Aurizon Network must not request or require any Access Seeker,
Access Holder or Train Operator to waive or agree to waive any
requirement or obligation on Aurizon Network under this Part 3.

(b) Any purported waiver of, or agreement to waive, any requirement or
obligation on Aurizon Network under this Part 3 has no effect.
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(c) If Aurizon Network and a Third Party Access Seeker or Third Party
Access Holder enter into a confidentiality agreement or deed or an
Access Agreement containing confidentiality obligations in relation
to the negotiation or provision of Access Rights, that agreement or
deed does not reduce or derogate in any way from any
requirement or obligation imposed on Aurizon Network under this
Part 3 except that if the agreement or deed prescribes an
obligation or standard for performance of an act that is higher or
more stringent than under this Part 3, the higher or more stringent
standard or obligation in that agreement or deed must be met by
Aurizon Network.

3.10 Request for Aurizon Network to enter confidentiality agreement

At any time prior to or during the Negotiation Period:

(a) an Access Seeker, Third Party Access Seeker or Train Operator
(as applicable) may require Aurizon Network; or

(b) Aurizon Network may require an Access Seeker, Third Party
Access Seeker or Train Operator (as applicable),

to enter into a confidentiality agreement in relation to the Confidential
Information, in which case Aurizon Network and the Access Seeker, Third Party
Access Seeker or Train Operator (as applicable) must enter into a confidentiality
agreement which must be in the form set out in Schedule | unless otherwise
agreed by the parties.

3.11 Overarching commitment to information security

(a) Notwithstanding any other provision in this Undertaking, Aurizon
Network must:

(i) except as otherwise permitted by this Undertaking, keep
Confidential Information confidential and secure;

(i) not disclose Confidential Information, unless in accordance
with this Undertaking; and

(iii)use or disclose Confidential Information only in connection
with the supply of Below Rail Services, as permitted in
accordance with this Undertaking but only to the extent
necessary for that purpose.

(b) Notwithstanding any other provision in this Undertaking, Aurizon
Network must not use or disclose Confidential Information in a way
that constitutes a breach of Aurizon Network’s obligations under
sections 100, 104, 125 or 168C of the Act.

Section D2 - Control framework for Confidential Information
3.12 Process for permitted disclosure of Confidential Information

(a) Subject to clause 3.13, if access to, or disclosure of, Confidential
Information is to be made to a Recipient, whether the Recipient is
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within Aurizon Network, another Aurizon Party or a Third Party,
Aurizon Network must ensure that:

(i) the access or disclosure is permitted under this Undertaking;

(ii) access to that Confidential Information is limited so that
disclosure to the Recipient is only to the extent
necessary;

(iii)the Recipient is advised that the information is Confidential
Information and the information is clearly identified as
Confidential Information;

(iv) if required by clause 3.13, prior to the access or
disclosure being granted, all information relevant to that
access or disclosure is recorded in the Confidential
Information Register;

(v)if required by clause 3.13, the Recipient has signed a
declaration confirming its awareness and
understanding of the Aurizon Group’s obligations
regarding Confidential Information;

(vi) if required by clause 3.13 and if the Recipient is not
within Aurizon Network, Aurizon Network enters into a
legally enforceable agreement with the Recipient (with
the same effect as the confidentiality agreement in the
form set out in Schedule 1) and on terms that are
enforceable by the owner of the Confidential
Information and Aurizon Network, requiring the
Recipient (and any of its employees) to keep the
Confidential Information confidential, and to only use it
for the purpose for which it was disclosed;

(vii)  if required by clause 3.13 and if the Recipient is not
within Aurizon Network and ongoing access to
Confidential Information is to be provided, a review date
is recorded in the Confidential Information Register at
which access or disclosure under clause 3.13 expires,
such review date to be determined by Aurizon Network,
but not to be greater than twelve (12) Months from the
date of the record in the Confidential Information
Register; and

(viii)  if required by clause 3.13, the prior written consent of the
owner of the Confidential Information is provided for the
access or disclosure to the Recipient for the nominated
purpose.

(b) If for the purposes of this Section D and in particular Clause 3.12, 3.13
and 3.14:

(i) the Confidential Information can reasonably be grouped
together in a single category because the Confidential
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Information relates to the same or substantially similar
subject matter; or

(ii) there is a need for multiple instances of access to or
disclosure of Confidential Information, and those
instances can reasonably be grouped together in a
single category because they relate to the same or
similar subject matter or to a recipient whose role
requires repeated access to Confidential Information,

then, that Confidential Information is deemed to be one item of
Confidential Information for the purpose of clause 3.12(a), 3.13 and
3.14.

(c) If consent is sought under clause 3.12(a)(viii):
(i) such consent must not be unreasonably delayed or refused;

(ii) during the Negotiation Period while responding to an Access
Application or negotiating an Access Agreement and the
owner of the Confidential Information:

(A)fails to respond to Aurizon Network’s request for
consent within five (5) Business Days of its
receipt of Aurizon Network’s written request
(referred to as the Consent Response Date),
then all relevant timeframes applicable to
Aurizon Network under Part 4 will be
extended by the same number of days as the
day on which the response is given exceeds
the Consent Response Date; or

(B)unreasonably refuses its consent to the disclosure of
that Confidential Information, or fails to
respond to Aurizon Network’s request for
consent within twenty (20) Business Days of
its receipt of Aurizon Network’s written
request, then Aurizon Network may give a
Negotiation Cessation Notice to the Access
Seeker, in accordance with clause 4.13; or

(iii)during the process of administering an Access Agreement or
a Train Operations Deed, if the owner of the
Confidential Information fails to respond to Aurizon
Network’s request for consent within twenty (20)
Business Days of its receipt of Aurizon Network’s
written request, then consent is deemed to be given.

(d) For the purpose of disclosing Confidential Information under clause
3.13 or recording information in the Confidential Information
Register under clause 3.14(e):

(i) if disclosure of Confidential Information is to an entity, then:
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(A)only the entity (and not any of its directors or
employees) is required to enter into any
undertaking referred to in clause 3.12(a)(vi);
and

(B)the name of the entity (and not any of its directors or
employees) needs to be recorded in the
Confidential Information Register as the
Recipient; or

(i) if the disclosure of the Confidential Information is only to an
individual or individuals, then:

(A)those individuals must enter into any declaration or
undertaking referred to in clause 3.12(a)(vi);
and

(B)only the name of each individual needs to be
recorded in the Confidential Information
Register as the Recipient.

3.13 Disclosure of Confidential Information

(a) If clauses 3.13(b), 3.13(c), 3.13(d), 3.13(e) or 3.13(f) do not apply,
then subject to the restrictions in clause 3.13(g) Aurizon Network
must comply with clause 3.12(a) to disclose Confidential
Information to any Recipient.

(b) If Aurizon Network complies with clauses 3.12(a)(ii) and (iii),
disclosure of Confidential Information by Aurizon Network to a
Recipient is permitted when the disclosure is:

(i) required or compelled by any Law;
(i) required or compelled by any order of a court;

(iii)required or compelled by notice validly issued by any
Authority;

(iv) necessary for the conduct of any legal proceedings,
including dispute resolution or audit processes under
this Undertaking, the Act, a Standard Agreement or
other agreement;

(v) if the process in clause 3.13(f) is observed, required under
any stock exchange listing requirement or rule
(including disclosure to any Aurizon Group company so
as to allow compliance with any such listing
requirement or rule);

(vi) for the purpose of facilitating Network Control directions
where the disclosure of information is by Aurizon
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Network in the usual course of undertaking Network
Control Services;

(vii)  necessary for the effective response to an emergency or
natural disaster or for clearing an incident or emergency
that is preventing the operation of Train Services on the
Rail Infrastructure;

(viii)  to the Safety Regulator; or

(ix) to Aurizon Network Personnel to the extent necessary to
perform their duties.

(c) If Aurizon Network complies with clauses 3.12(a)(ii) and (iii), then
disclosure of Confidential Information by Aurizon Network to a
Recipient is permitted when the disclosure is:

(i) to a Railway Manager, but only to the extent required for the
purpose of negotiating or providing Access or for
managing interfaces between the railways (including
scheduling and other interface issues), provided that
the Railway Manager has undertaken in a legally
binding way (with the same effect as the confidentiality
agreement in the form set out in Schedule I), to keep
the Confidential Information disclosed to it by Aurizon
Network confidential; or

(i) to an infrastructure provider for infrastructure forming part of
the Supply Chain for the purpose of facilitating the
coordination of the capacity allocation process,
provided that the infrastructure provider has
undertaken, in a legally binding way (with the same
effect as the confidentiality agreement in the form set
out in Schedule I), to keep the information disclosed to
it by Aurizon Network confidential and to only use that
information for the purpose for which it was disclosed,

and Aurizon Network will use its best endeavours to enforce the
confidentiality undertakings referred to in clauses 3.13(c)(i) and (ii)
against the relevant third party if requested by the owner of the
information.

(d) If Aurizon Network complies with clauses 3.12(a)(ii) and (iii) and the
information to be accessed or disclosed and a review date at
which access or disclosure of that information expires is recorded
in the Confidential Information Register in accordance with clause
3.12(a)(iv) and 3.12(a)(vii), then disclosure of Confidential
Information by Aurizon Network to a Recipient is permitted when
the disclosure is to either an external legal, accounting or financial
adviser or consultant (Advisor) or a banker, financier or other
financial institution (Financier), and:
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(i) the Advisor’s or Financier’s role in advising or providing
services to Aurizon Network requires the disclosure to
be made;

(i) the Advisor or Financier is under an obligation of
confidentiality to Aurizon Network; and

(iii)the Advisor or Financier has been advised of the Aurizon
Group’s obligations under this Undertaking regarding
Confidential Information.

(i) Aurizon Network complies with clauses 3.12(a)(ii) and
(iii);

(i) the information to be accessed or disclosed and, if the
Recipient is not within Aurizon Network and ongoing
access to Confidential Information is to be provided, a
review date at which access or disclosure of that
information expires is recorded in the Confidential
Information Register in accordance with clause
3.12(a)(iv) and clause 3.12(a)(vii);

(iii) to the extent that the Recipient is within Aurizon
Network, the Recipient has signed a declaration
confirming its awareness and understanding of the
Aurizon Group’s obligations regarding Confidential
Information; and

(iv) to the extent that the Recipient is not within Aurizon
Network, Aurizon Network has entered into a legally
enforceable agreement with the Recipient (with the
same effect as the confidentiality agreement in the form
set out in Schedule I) and on terms that are
enforceable by the owner of the Confidential
Information and Aurizon Network, requiring the
Recipient (and any of its employees) to keep the
Confidential Information confidential and to only use it
for the purpose for which it was disclosed,

then Disclosure of Confidential Information by Aurizon Network to a
Recipient is permitted if:

(v) the disclosure has been authorised by the owner of the
Confidential Information providing its prior written
consent to such disclosure or alternative use; or

(vi) subject to the restrictions in clause 3.13(g), the
disclosure is to an employee of a Related Operator or
Related Competitor solely for the purpose of
undertaking Below Rail Services, to the extent
permitted by this Undertaking, and that employee is not
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involved in the marketing or negotiation of Above Rail
Services;

(vii)  subject to the restrictions in clause 3.13(g), the
disclosure is to:

(A) the Aurizon Holdings board of directors;

(B) the Aurizon Network
board of directors;

(C) the Chief Executive Officer of the Aurizon
Group;

(D) the Chief Financial Officer of the Aurizon Group;

(E)the Company Secretary of Aurizon Network or the
Aurizon Group or any assistant Company
Secretary;

(F) the General Counsel of
the Aurizon Group;

(G) the Chief Internal Auditor of
the Aurizon Group;

(H) the Chief Information Officer of the Aurizon
Group; and

(I) any person providing clerical or administrative
assistance to the individuals or business units
identified in clauses 3.13(e)(vii)(A) to
3.13(e)(vii)(H).

(f) Subject to clause 3.13(g), prior to any disclosure to satisfy a stock
exchange listing requirement or rule under clause 3.13(b)(v),
Aurizon Network must:

(i) consult with the owner of the Confidential Information as to
the nature and extent of the disclosure of the
Confidential Information;

(ii) consider (and, to the extent reasonably possible, comply with)
any requests made by the owner of the Confidential
Information (acting reasonably) to limit the disclosure of
the Confidential Information; and

(iii)to the extent reasonably possible, coordinate the disclosure of
the Confidential Information with any similar disclosure
by the owner of the Confidential Information that is
required under any relevant stock exchange listing
requirement or rule.

(g) If the disclosure that is required under any stock exchange listing
requirement is urgent or requires immediate disclosure under
those stock exchange listing rules, then Aurizon Network must use
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all reasonable endeavours to take the steps set out in clause
3.13(f).

(h) Aurizon Network may not disclose Confidential Information to a
Recipient that is a Related Operator or an employee of a Related
Operator (other than a Recipient performing the activities set out at
clause 3.5(a)(v)) for the purpose of obtaining advice regarding:

(i) the amendment of this Undertaking or any Standard
Agreement; or

(i) the interpretation of this Undertaking or any Standard
Agreement.

Section D3 — Compliance monitoring and safeguards
3.14 Confidential Information Register

(a) Aurizon Network must establish and maintain a Confidential
Information Register.

(b) Aurizon Network must, provided it has not already done so under the
2016 Undertaking, develop and, within four (4) Months after the
Approval Date, provide the QCA with its proposed:

(i) structure of; and
(ii) level of detail of information to be included in,

the Confidential Information Register. The QCA must approve Aurizon
Network’s proposal unless the QCA considers that the proposal is not
sufficiently detailed or does not provide sufficient transparency, in
which case, the QCA may determine, and Aurizon Network must vary
accordingly, the format for the Confidential Information Register to
ensure it satisfies the requirements of clause 3.14(c). The format
(including content) of the Confidential Information Register may be
varied from time to time by agreement between Aurizon Network and
the QCA or, failing agreement, as required by the QCA.

(c) The Confidential Information Register will contain, as a minimum:

(i) the identity of persons or entities who have access to
Confidential Information;

(i) in respect of each Recipient:

(A) the identity of the Recipient who has
been approved in accordance
with clause 3.13(e) to have
access to the Confidential
Information, and the identity of the
Aurizon Network Personnel who
approved that access;

(B) areview date at which access to that
Confidential Information expires;
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(C) the defined category of Confidential
Information to which the Recipient
has access (with sufficient details
to enable the Confidential
Information to be accurately
identified);

(D) the purpose for which the Confidential
Information is to be used by the
Recipient; and

(E) confirmation that the Recipient has
signed a declaration signifying its
awareness and understanding of
Aurizon Network’s obligations
regarding Confidential
Information under this
Undertaking;

(iii)a record of any confidentiality agreement, or confidentiality
provisions contained in another arrangement, entered
into by Aurizon Network in respect of Confidential
Information;

(iv) a record of persons and entities that have signed a
declaration signifying their awareness and
understanding of Aurizon Network’s obligations
regarding Confidential Information in accordance with
clause 3.12(a)(v);

(v)a record of the signing of an exit certificate by Aurizon
Network Personnel working within Aurizon Network and
with access to Confidential Information at the time that
Aurizon Network Personnel leaves the employment of,
or engagement with, Aurizon Network (whether to
another business unit within the Aurizon Group on a
temporary or permanent basis or a Third Party); and

(vi) details of any compliance issues in relation to
Confidential Information where an investigation
revealed a breach of Aurizon Network’s obligations
under this Undertaking.

(d) An Access Seeker, Access Holder or Train Operator may, upon
request, view information in the Confidential Information Register
which relates to Confidential Information that it has disclosed to
Aurizon Network.

(e) Aurizon Network must provide the QCA with access to the Confidential
Information Register:

(i) each twelve (12) Months on and from the Approval Date; and

(i) upon the QCA’s request,
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to view the Confidential Information Register.

(f) The QCA may require the Confidential Information Register to be
subject to an audit:

(i) in accordance with Part 10 to confirm the Confidential
Information Register complies with the requirements of
this Undertaking; and

(ii) to confirm the processes and procedures underpinning the
collection of information for the Confidential Information
Register is fit for purpose, being complied with and is
used in a consistent manner.

3.15 Mandatory Confidential Information training
(a) Aurizon Network must ensure that:
(i) all Aurizon Network Personnel; and
(ii) all Aurizon Group employees,

receiving, or having access to, Confidential Information in the course of
performing their duties are made fully aware of the Aurizon Group’s
obligations relating to the management of Confidential Information, and
complete training for this purpose as contemplated in clauses 3.15(b)
and 3.17(a).

(b) Aurizon Network must create, maintain and conduct, as a minimum,
the following training sessions in order to promote awareness of
Aurizon Network’s obligations under this Part 3:

(i) a briefing session which outlines Aurizon Network’s statutory
obligations under the Act and Aurizon Network’s
obligations under this Part 3:

(A) for current employees, who perform
tasks relating to Below Rail
Services, of an Aurizon Group
entity whose role requires access
to Confidential Information, within
three (3) Months of the
commencement of this
Undertaking;

(B) for all new employees, who perform
tasks relating to Below Rail
Services, of Aurizon Group
entities whose role requires
access to Confidential
Information, within one (1) Month
after employment commences;
and
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(C) for an employee of an Aurizon Group
entity whose role has changed
and, as a result of the change,
now performs tasks relating to
Below Rail Services and requires
access to Confidential
Information, within one (1) Month
after the change of role;

(i) detailed training sessions in respect of Aurizon Network’s
statutory obligations under the Act, Aurizon Network’s
obligations under this Part 3 (including regarding the
management of Confidential Information) and Aurizon
Holdings’ obligations under the Ultimate Holding
Company Support Deed:

(A) for persons who are High-Risk
Personnel at the commencement
of this Undertaking, within three
(3) Months of the commencement
of this Undertaking;

(B) for all persons who are added to the
High-Risk Personnel Register
following the commencement of
this Undertaking, within one (1)
Month after they are added to the
High-Risk Personnel Register;
and

(C) notwithstanding clause 3.15(b)(ii)(A)
and 3.15(b)(ii)(B), for all
High-Risk Personnel, at least
once in every two (2) Years of
continuous status as a High-Risk
Person.

(c) Aurizon Network must ensure that the Compliance Officer establishes
and maintains a record of training attendances (as a yearly
percentage of Aurizon Group employees) for publication in the
annual compliance report prepared under Part 10.

3.16  High-Risk Persons

(a) Aurizon Network must establish and maintain a High-Risk Personnel
Register.

(b) The High-Risk Personnel Register must contain:

(i) the identity of persons who have access to Confidential
Information and either:
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(A) is in a position to use that Confidential
Information for purposes other
than the supply of Below Rail
Services; or

(B) has the capacity to determine the
outcome of, or participate in,
decisions of any Aurizon Group
company that is not Aurizon
Network,

such persons being “High-Risk Persons” or “High-Risk
Personnel”;

(ii) the position the High-Risk Person holds; and
(iii)the reason why that person is listed as a High-Risk Person.

(c) The following persons are deemed to be High-Risk Personnel for the
purposes of this clause 3.16:

(i) all directors of Aurizon Network;

(i) Aurizon Network’s Executive Officer and Chief Financial
Officer;

(iii) any employee of a Related Operator or Related
Competitor accessing Confidential Information for the
purpose of undertaking Below Rail Services, to the
extent permitted by this Undertaking;

(iv) Aurizon Network Personnel who manage the:

(A)negotiation and maintenance of Access Agreements
and Train Operations Deeds;

(B) receiving, assessing and
responding to Access Applications; and

(C) assessing, allocating and managing Capacity;
and

(v) any person referred to in clause 3.6(f).

(d) On the Approval Date and at any time requested by the QCA, Aurizon
Network must provide the QCA with a copy of the High-Risk
Personnel Register.

(e) The QCA may, from time to time, declare by notice to Aurizon Network
that additional persons are High-Risk Personnel, and in doing so,
the QCA must provide Aurizon Network with an explanation of why
each of those persons are High-Risk Personnel.

3.17 Exit certificates

(a) Where an Aurizon Network Personnel that has had access to
Confidential Information:
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(i) leaves Aurizon Network to work for another Aurizon Group
business unit, including for temporary secondments; or

(ii) leaves Aurizon Network to work for another employer outside
the Aurizon Group,

Aurizon Network must use its best endeavours to:

(iii)have that Aurizon Network Personnel undergo a debriefing
session provided by Aurizon Network to remind the
employee (or other person) of Aurizon Network’s and its
own obligations relating to the management of
Confidential Information; and

(iv) obtain an exit certificate (that includes an
acknowledgement of having undergone such a
debriefing process) signed by that person.

(b) The Confidential Information Register must include a record of signed
exit certificates and persons who are requested to but do not sign
an exit certificate.

3.18 Security measures

(a) Aurizon Network must use all reasonable steps to ensure that
adequate security measures (physical, electronic and otherwise)
are in place to ensure that only persons permitted by this
Undertaking have access to Confidential Information in Aurizon
Network’s possession or control (whether in electronic or tangible
form) and the access is only to the extent permitted for that person
by this Undertaking.

(b) Aurizon Network must ensure that all Aurizon Network Personnel are
clearly identified as Aurizon Network Personnel in their dealings
with Third Parties.

(c) Aurizon Network must use all reasonable endeavours to ensure that its
premises have in place adequate security measures to ensure that
persons who are not Aurizon Network Personnel are unable to
access the Aurizon Network offices where Confidential Information
is located or stored, unless:

(i) access to those Aurizon Network offices is authorised by an
Aurizon Network employee whose level of authority
includes the right to authorise access to Aurizon
Network’s premises; and

(ii) the person is accompanied by an Aurizon Network employee
at all reasonable times while in those premises.

(d) Aurizon Network must use all reasonable endeavours to maintain a
record, including reasonable details, of all persons (other than
Aurizon Network Personnel) who have accessed each premise
where Confidential Information is located or stored.

3452-0406-8356v1Part 3: Ringfencing page 38



(e) For the purposes of this clause 3.18, at any time an employee of
Aurizon Network is on secondment to an Aurizon Party, that
person will be considered to be staff of the Aurizon Party.

(f) Clause 3.18(c) does not require that Aurizon Network be located in a
different building to a Related Operator.

3.19 Decision making

(a) Subject to clause 3.19(b), Aurizon Network must comply with the
following decision making process when making a decision under
this Undertaking that will, or has the potential to, materially and
adversely affect an Access Seeker’s or Access Holder’s rights
under this Undertaking or an Access Holder’s Access:

(i) the decision is made by an identified decision maker
responsible for the relevant type of decision;

(i) the decision is made in a manner that does not unfairly
differentiate in a material way (as that term is defined in
section 137(3) of the Act) between Access Seekers
and/or Access Holders in a way that has a material
adverse effect on the ability of one or more of the
Access Seekers or Access Holders to compete with
other Access Seekers or Access Holders; and

(iii)either:
(A) the decision is required in order to
comply with:
(1) alaw;
(2) this Undertaking;

(3) the Access Agreements of adversely affected
Access Holders; or

(4) an access code made under the Act; or

(B) the decision is made in accordance
with Aurizon Network’s
documented policies and
procedures; or

(C) the reasons for the decision are
documented by Aurizon Network.

(b) Decisions made in relation to or to prevent an emergency are exempt
from the decision making process prescribed by clause 3.19(a).
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Section E — Complaints and Waiver

3.20 Complaint handling

(a) If an Access Seeker, Access Holder, Train Operator or Third Party
Access Seeker (Complainant) considers that:

(i) Aurizon Network has breached one or more of its obligations
under this Part 3;

(i) the Ultimate Holding Company has breached the Ultimate
Holding Company Support Deed; or

(iii)any of:
(A) Aurizon Network Personnel; or

(B) an Aurizon Party or an employee,
officer, agent or contractor of an
Aurizon Party,

has breached a confidentiality deed or confidentiality
provisions contained in another arrangement with Aurizon
Network under which Confidential Information was disclosed
to it,

the Complainant may lodge a written complaint with Aurizon Network
or the QCA or both of them and may provide a copy of any complaint
lodged with Aurizon Network to the QCA.

(b) Aurizon Network will not unreasonably prevent or hinder a Complainant
from providing information or documents for the purposes of its
complaint to the QCA, including by invoking any rights in relation to
confidentiality that would otherwise prevent the disclosure of such
information or documents.

(c) Aurizon Network must advise the QCA, as soon as practicable, of any
complaints it receives pursuant to clause 3.20(a).

(d) Aurizon Network must:
(i) promptly investigate complaints received under 3.20(a); and

(ii) advise the Complainant and the QCA in writing of the
outcome of that investigation and Aurizon Network’s
proposed response, if any, no later than twenty (20)
Business Days after receiving such a complaint.

(e) Where the Complainant is not satisfied with the outcome of Aurizon
Network’s investigation, the Complainant may apply to the QCA
seeking an audit of the relevant subject of the complaint. The QCA
will consider such a request and determine whether to request
Aurizon Network to conduct an audit in accordance with clause
10.6.3.
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(f) Aurizon Network must ensure that the Compliance Officer establishes
and maintains a record of Aurizon Network’s Complaint handling
times under this clause 3.20 for publication in the annual
compliance report prepared under Part 10 of this Undertaking.

Section F — Responsibility for Rail Infrastructure

3.21 Line Diagrams

(a) The Line Diagrams indicate those parts of the Queensland rail network
that are Rail Infrastructure.

(b) During the Term, Aurizon Network must, as necessary but at intervals
of no greater than six (6) Months:

(i) review and amend the Line Diagrams to reflect changes that
have been made to the configuration or ownership of
the Rail Infrastructure; and

(i) publish on Aurizon Network’s Website:

(A) the current version of the Line
Diagrams; and

(B) a description of the changes made
since the immediately preceding
version of the Line Diagrams.

(c) If Aurizon Network:

(i) assigns or transfers ownership of existing or new Rail
Infrastructure from Aurizon Network to an Aurizon
Party; or

(ii) removes existing Rail Infrastructure (except where such Rail
Infrastructure is already identified in the Line Diagrams
for future removal) or amends the Line Diagrams to
identify any existing Rail Infrastructure for future
removal, except where the change:

(A) is minor or administrative in nature; or

(B) does not reflect a permanent reduction
in Existing Capacity that would
affect an Access Holder's Access
other than in accordance with an
Access Agreement or this
Undertaking (for example, where
level crossings are removed or
reconfigurations of Track are
undertaken),

this Undertaking ceases to apply to that Rail Infrastructure, and Aurizon
Network must immediately notify the QCA with details of the
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assignment, transfer, removal or amendment under this clause
3.21(c).

(d) If the QCA or an Access Seeker or Access Holder is reasonably of the
opinion that Line Diagrams prepared and published in accordance
with clause 3.21(b):

(i) do notindicate those parts of the Queensland rail network that
are Rail Infrastructure; or

(ii) do not reflect that the Rail Infrastructure does not apply to this
Undertaking in accordance with clause 3.21(c),

the QCA or that Access Seeker or Access Holder may request in
writing that Aurizon Network review and, if necessary, amend the Line
Diagrams in accordance with clause 3.21(b).

(e) If Aurizon Network receives a request under clause 3.21(d), Aurizon
Network must:

(i) if the QCA made the request, within thirty (30) days after
receiving that request, make any necessary
amendments to the Line Diagrams; and

(ii) if an Access Seeker or Access Holder made the request:

(A) promptly notify the QCA of that
request;

(B) review the Line Diagrams;

(C) within thirty (30) days after receiving
the request, give the QCA and the
Access Seeker or Access Holder
notice of whether Aurizon
Network accepts the matters set
out in the request and, if so, the
action that Aurizon Network
proposes to take; and

(D) make any required amendments to 